请使用以下格式提交漏洞：

1、标题：（请在此输入长度为10至50个字符的标题）

例：标题---易极付官方论坛回复帖子处message参数存在存储式xss

2、分类：（请选择漏洞类型分类：系统网络/应用漏洞/业务安全 /其他）

例：分类---应用漏洞

3、级别：（请选择漏洞危害级别：严重/高危/中危/低危）

例：级别---高危

4、描述：（主要包含：漏洞描述/漏洞证明/修复建议3部分）

a.漏洞描述：其中包括场景、截图、漏洞重现的方法

例：易极付官方论坛回复帖子处message参数存在存储式xss

漏洞复现步骤如下……

b.漏洞证明：漏洞poc或危害证明相关截图，建议图文并茂

例：通过此存储式xss漏洞已成功获取后台管理员cookie，参见下图……

c.修复建议：提供漏洞修复方案

例：对用户输入的特殊字符进行html实体编码